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Abstract—The rapid evolution of communication networks to 
5G/6G has introduced significant challenges, particularly in 
ensuring data security, low latency, high throughput, efficient 
energy consumption, dynamic access to multiple connection 
types, and managing the influx of connected devices. 
Quantum communication, leveraging entangled states like 
the perfect W-state, offers a promising solution with its high 
degree of entanglement, secure information transmission, and 
resilience against decoherence. However, practical 
applications and experimental validations remain limited, 
especially regarding the integration with Local Operations 
and Classical Communication (LOCC) protocols. 
Additionally, optimizing perfect W-state-based 
communication protocols for the splitting and sharing of 
quantum information has been scarcely explored. This article 
presents a Quantum Information Sharing and Splitting 
(QISS) protocol that integrates perfect W-states with LOCC 
to enhance 5G and 6G communication. Using the Eagle r3 
processor based on superconducting qubits, our experiments 
demonstrated a fidelity of 0.82 ± 0.02 for the perfect W-state 
circuit and 0.55 ± 0.03 for the integrated W-state + LOCC in 
the QISS communication prototype. These findings, 
quantified through quantum state tomography, significantly 
improve communication security, network densification, and 
effectiveness. Furthermore, our research addresses existing 
gaps in quantum communication implementation, paving the 
way for scalable quantum networks and advanced encryption 
methods. This work marks a substantial step towards secure 
and efficient data transmission in next-generation 
communication systems. 

I. INTRODUCTION  
The rapid transition to 6G communication represents a 

remarkable journey of technological advancements. Each 
generation of mobile communication has brought 
unprecedented improvements in data speeds, capacity, 
functionality, and connectivity [1]. For instance, 2G marked 
the shift from analog to digital communication networks, 
providing basic digital voice services and text messaging with 
data bandwidth up to ~64kbps. 3G networks introduced higher 
data rates (up to ~2 Mbps) and the ability to support 
multimedia applications, paving the way for mobile internet 
access [2]. 4G networks delivered even faster data speeds 
(exceeding 100+ Mbps) and improved internet connectivity, 
enabling high-definition video streaming and more robust 
mobile applications. Emerging 5G networks promise ultra-
fast data speeds (~1-10 Gbps), low latency, and the capability 
to connect a massive number of devices, which are essential 
for IoT, smart cities, and real-time applications [3]. Until now, 
5G commercial networks have been launched in over 60 

countries. The successor to 5G cellular technology, 6G 
networks, still in the research phase, are anticipated to deliver 
unprecedented data rates (at least 1 Tbps), near-zero latency, 
and advanced applications such as holographic 
communications and integrated AI-driven services [4]. 
However, these advancements come with significant 
challenges. For 5G and 6G networks, key issues include 
ensuring data security, scalability to manage the massive 
increase in connected devices, maintaining low latency over 
vast distances, and meeting various quality of service (QoS) 
requirements [5], [6]. Traditional cryptographic methods may 
not suffice to address these challenges, necessitating the 
exploration of quantum communication techniques. 

In recent years, quantum communication has gained 
significant attention as a secure way of transferring data, 
leveraging quantum superposition and entanglement [7], [8]. 
Superposition enables more efficient information processing, 
while entanglement ensures the security and integrity of 
transmitted data, quantum communication protocols, such as 
Quantum Key Distribution (QKD), use entangled states to 
securely exchange encryption keys encoded in quantum states 
using qubits [9]. Notable implementations include China's 
Micius satellite, the world's first quantum communication 
satellite for entanglement-based QKD [10], and Quantum 
Xchange's planned 500-mile Phio network in the U.S., the first 
commercial QKD network [11]. Toshiba has also successfully 
demonstrated QKD transmission over a 600-kilometer optical 
fiber network [12], and China Telecom has piloted quantum-
encrypted VoIP calls using specialized SIM cards. In 2020, 
Samsung and SK Telecom launched the Samsung Galaxy A 
Quantum, the first 5G phone featuring quantum encryption 
[13].  

In quantum communication, the tripartite entangled W-
state, composed of three qubits, is extensively researched for 
its robust entanglement and resistance to decoherence, setting 
it apart from other entangled states [14], [15]. W-states have 
applications in quantum communication protocols like QKD, 
quantum teleportation, quantum error correction, superdense 
coding, and measurement-based quantum computing 
(MBQC) techniques [16], [17]. Despite the promise of 
quantum communication, experimental validation and 
practical implementation of quantum protocols using 
entangled states like perfect W-states remain limited. 
Furthermore, the integration of these states with Local 
Operations and Classical Communication (LOCC) to enhance 
communication efficiency and security has not been 
extensively explored. 

This manuscript addresses existing gaps by introducing a 
new prototype that integrates tripartite perfect W-states with 
LOCC. We propose a Quantum Information Sharing and 
Splitting (QISS) protocol, utilizing the high degree of 
entanglement and decoherence resilience of perfect W-states. 
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Our experiments using superconducting qubits demonstrate 
significant improvements in fidelity and security. This 
synergy enhances the effectiveness of quantum 
communication systems, making it a viable solution for 5G 
and 6G challenges. Key contributions include: 

i. Development of the QISS protocol, enabling the 
creation and control of W-states via LOCC. 

ii. Optimization of perfect W-states with LOCC for 
enhanced security and efficiency in quantum 
communication. 

iii. Measurement of prototype performance using quantum 
state tomography, with experimental results 
demonstrating high fidelity in perfect W-state circuits 
and integrated perfect W-state and LOCC systems. 

iv. By providing both theoretical and experimental 
evidence, this research addresses gaps in classical and 
quantum communication, laying the foundation for 
future scalable quantum networks that ensure secure 
5G and 6G communication. This work advances the 
practical implementation of these protocols in next-
generation mobile networks, enabling robust data 
transmission. 

This paper is organized as follows: Section II discusses 
quantum entanglement and compares its key classes. Section 
III provides a detailed overview of the perfect W-state, LOCC, 
and the QISS communication prototype, along with 
simulations, experimental results, and illustrative examples. 
Section IV analyzes the benefits and performance. Finally, 
Section V concludes the paper.  

II. BACKGROUND 

A. Manifestations of Quantum Entanglement 
Quantum physics, fundamentally probabilistic, introduces 

superposition and entanglement, which are pivotal for 
achieving Quantum Supremacy— where quantum computers 
surpass classical one [18]. For instance, Shor's algorithm 
factors integers in O((log N)³) time, posing a potential to break 
RSA encryption in polynomial time, while Grover's algorithm 
offers a quadratic speedup to O(√𝑁𝑁 ) time for searching 
unsorted data, outperforming classical O(N) algorithms [19]. 

Entanglement, a cornerstone of quantum computing, 
underpins secure quantum cryptography, enables quantum 
teleportation over long distances, and is essential for large-
scale quantum networks and distributed quantum 
computation. It also enables efficient simulation of complex 
quantum systems, driving advancements in fields like 
machine learning, AI, drug discovery, materials science, and 
finance, which are challenging for classical computation. 
Entanglement can be bipartite, as in Bell states, or 
multipartite, as in Greenberger-Horne-Zeilinger (GHZ) and 
W-states [14], [20], as summarized in Table I. GHZ states 
exhibit genuine tripartite entanglement, while W-states are 

 Table I.  Comparative analysis of entanglement types. 

Attribute Bipartite  GHZ W-state 

Degree of Entanglement [21]             Two qubits Three qubits Three qubits 

Basis of Construction [15]              Bell states/EPR pairs Maximally entangled 

Multi-qubit state 

Symmetric state that can be created from  
high-degree multipartite entangled pairs 

Key Feature [14] 
 

Classical correlation and 
entanglement. 

Genuine multipartite entanglement 
among all qubits. 

High-degree of multipartite entanglement 
and robustness to noise 

Robustness to Decoherence   
[18] [21] 

 

Vulnerable to decoherence 
in long-distance channels 

Sensitive to noise Resilient against certain types of 
decoherence 

Mathematical Form (s) 
[20] |Φ+⟩ =

1
√2

(|00⟩+ |11⟩) 

|Φ−⟩ =
1
√2

(|00⟩ − |11⟩) 

|Ψ+⟩ =
1
√2

(|01⟩ + |10⟩) 

|Ψ−⟩ =
1
√2

(|01⟩ − |10⟩) 

 

 

|𝐺𝐺𝐺𝐺𝐺𝐺3⟩ =
|000⟩

√2
+

|111⟩

√2
  

 

|𝑊𝑊3⟩ =
|001⟩

√3
+

|010⟩

√3
 +

|100⟩

√3
          

 

|𝑊𝑊𝑃𝑃⟩ =
1
2

(|100⟩+ |010⟩+ √2|001⟩) 

 

Robustness against particle loss  
[7] [9] 

Decreases with particle loss Becomes fully separable after losing 
one qubit 

Remains entangled after losing one qubit. 

 

 

 

 

 
(a) Quantum notation for bipartite and tripartite states. 

     
(b) GHZ vs W-class state entanglement. 

Fig. 1 (a) Comparison of entanglement categories, (b) Illuminating the 
Quantum dance to differentiate GHZ vs. W-Class entangled states.  
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notable distinguished by its robustness and unique 
entanglement characteristics. These states are crucial in 
quantum applications like quantum secret sharing, quantum 
teleportation, QKD, quantum dense coding, and quantum 
error correction, They enable secure cryptography, efficient 
information processing, and robust quantum communication, 
facilitating advances in diverse fields.  

B. The Quest for W-Class State Tripartite Entanglement  
To delve into this quest, it's vital to understand that tripartite 

entanglement plays a fundamental role in quantum 
information theory (QIT).  Among the most prominent forms 
of this entanglement are the GHZ and W states, which differ 
in how their qubits are entangled. In a GHZ-state, all three 
qubits are mutually entangled, with each qubit's state 
dependent on the others (Fig. 1a). In contrast, in a W-state only 
two of the three qubits are directly entangled, while the third 
qubit is entangled with the combined state (product) of the 
other two (Fig. 1b). This configuration gives W-states a 
unique advantage in resilience against decoherence, allowing 
them to maintain entanglement for longer periods than GHZ 
states [21]. The distinction between these states becomes most 
apparent when measuring the third qubit, as emphasized in 
Table I. For example, if the measurement outcome is 0, the 
three qubits of the GHZ-state collapse to |000⟩,  whereas the 
W state collapses to  |010⟩

√2
+ |100⟩

√2
, with the remaining qubits 

forming a maximally entangled Bell state, known as pairwise 

entanglement (Fig. 1b). Similarly, if the first qubit in a W-state 
is measured and results in 1, the state collapses to |100⟩. This 
demonstrates that W-states retain strong entanglement 
properties even when a qubit is lost, in contrast to GHZ states. 
These distinct types of entanglement, each with its unique 
strengths and weaknesses, showcase a range of fascinating 
properties. 

III. EXPERIMENTAL GENERATION OF W-STATE VIA QUANTUM 
CIRCUITS  

In this work, we utilized the IBM Quantum Qiskit SDK and 
the 127-qubit Eagle r3 quantum processor with 
superconducting qubits (SQs) to simulate and experimentally 
generate W-state quantum circuits, including a tripartite W-
state and LOCC prototype. IBM's quantum computing via the 
SQs platform marks a pivotal advancement in the field of 
quantum physics research, as it is highly effective at very low 
temperatures and exhibits coherence times between 100 and 
300 μs. For instance, the 'ibm_osaka' Eagle r3 processor 
typically has a median coherence time (T2) of around 169.88 
µs, while newer materials used in processors like the Falcon 
r8 can achieve coherence times greater than 0.3 ms (~320 µs). 
The SQs platform has been instrumental in a variety of proof-
of-concept experiments, including those that test Bell's 
inequalities to validate the concept of quantum entanglement, 
design quantum routers, enable dense coding, study the 
behavior of magnetic materials, and confirm the no-hiding 
theorem. Furthermore, this platform has supported quantum 

 

 
                                              (a) Schematic illustrations of Quantum Circuit to generate perfect W-state 

 

                            
                 (b) Probabilities histogram.                                                    (c) Statevector histogram.                           (d) Q-sphere with phases.  

Fig. 2. Simulation results of the generated perfect W-state, showing quantum information mapping and analysis. 
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simulations, the implementation of Shor’s algorithm, quantum 
cheque transactions, quantum secret sharing, and quantum 
error correction. These extensive applications demonstrate the 
platform's vital role in pushing the frontiers of quantum 
physics research [22]. 

To experimentally realize our protocol, we initially 
generated maximally entangled tripartite W-states qubits, 
holding uniformly distributed probabilities (~33%) and 
amplitude values (~ 0.57 or  1/√3), validating Eq. (1). 

 

           |𝑊𝑊3⟩ =
|001⟩

√3
+

|010⟩

√3
 +

|100⟩

√3
.                           (1) 

 

Eq. (1) is derived from the general expression of a W-state, 
given as [23], [24]:  

|𝑊𝑊⟩ = � 
𝑖𝑖

𝑝𝑝𝑖𝑖|1𝑖𝑖 , {0}⟩,  

                                � 
𝑖𝑖

|𝑝𝑝𝑖𝑖|2 = 1,                                         (2) 

and where 𝑝𝑝𝑖𝑖  denotes the probability amplitudes, and the state 
|1𝑖𝑖 , {0}⟩ indicates the i-th qubit being in the '1' state while all 
others are in the '0' state. The condition ∑|𝑝𝑝𝑖𝑖|2 = 1 ensures 
the state is normalized, i.e., the total probability sums to 1. 
When 𝑝𝑝𝑖𝑖  is set to 1/√𝑁𝑁 (where 𝑁𝑁 is the number of qubits), 
the state becomes a uniformly distributed: 

|𝑊𝑊⟩ =
1
√𝑁𝑁

(|100. .0⟩ + |010 … 0⟩⟩ + ⋯+ |0. .001⟩),    (3) 

Eq. (1) reflects a special case of Eq. (3) where all the 
amplitudes are equal, representing a maximally entangled W-
state. However, it is important to highlight there is another 
category of W-stated called that "perfect" W-state. The 
primary distinction lies in the "weights and phases" of the 
terms within the state. Using the Eq. (3), we can derive the 
general mathematical form of a tripartite (3-qubit) perfect W-
state as follows: 

�𝑊𝑊𝑝𝑝,𝑠𝑠� = 1
√2+2𝑠𝑠

�|100⟩ + √𝑠𝑠𝑒𝑒𝑖𝑖Φ1|010⟩ + √𝑠𝑠 + 1𝑒𝑒𝑖𝑖Φ2|001⟩�,    

                                                                                            (4) 

where 𝑠𝑠 is a real number that scales the amplitudes, and Φ1, 
Φ2 are phases associated with the terms. The normalization 
factor 1

√2+2𝑠𝑠
 ensures that the total probability sums to 1. If we 

If we set 𝑠𝑠 = 1 and Φ1= Φ2 = 0, then Eq. (4) becomes: 

        �𝑊𝑊𝑝𝑝� =
1
2

(|100⟩ + |010⟩ + √2|001⟩).                     (5) 

Contrary to maximally entangled states (Eq. (1)), the perfect 
W-state (Eq. (5)) differs in the coefficients and phases of its 
constituent terms, deviating from the standard characteristics 
of a maximally entangled W-state. The presence of 
√2 indicates a different weight for the amplitude associated 
with the ∣001⟩ state. We generated and evaluated the perfect 

     
              (a) 2D plot of density matrix                                   (b) 3D plot of density matrix (real part)                (c) 3D plot of density matrix (imaginary part).                   

                     

(d) Probabilities histogram. 

Fig. 3. Experimental results of the generated Perfect W-State using IBM 'ibm_osaka' Eagle r3 processor (8192 shots). 
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W-state as described in Eq. (5) using IBM's 'ibm_osaka' for 
8192 shots, as demonstrated in Fig. 2. The simulated and 
experimental results are shown in Figs. 2 and 3. Statistical 
analysis reveals the states differ slightly in terms of weights, 
as reflected in the probability histogram (Fig. 2b) and 
amplitude by the state vector histogram (Fig. 2c). However, 
the phases remain identical, as depicted in the Q-sphere plot 
(Fig. 2d), aligning with the characteristics of the perfect W-
state described in Eq. (5). This indicates that, unlike the 
maximally entangled W-state, the perfect W-state is 
meticulously engineered with precise control over the 
coefficients and phases of its constituent terms, rendering it 
exceptionally well-suited for a variety of applications. The 
capacity to precisely manipulate the phase and amplitude 
(weights) of the components in a perfect W-state presents 
substantial advantages in quantum information processing, 
including the following: 
1) Benefits of Changing the Phase  

• Interference Control: Modifying the phase can adjust 
the interference pattern in quantum algorithms, enabling 
precise result fine-tuning. For example, in quantum 
teleportation protocols that depend on specific 
interference patterns, phase adjustments can enhance the 
fidelity of the teleported state. 

• Quantum Communication: In protocols such as QKD 
and quantum information sharing, phase adjustments 
can improve security by making the state less 
predictable. 

• State Discrimination: Varying the phases can enhance 
the distinguishability of states, which is essential in 
quantum measurement and state discrimination tasks. 
For instance, in quantum cryptography, altering the 
phase can make quantum states more resistant to 
eavesdropping, as the eavesdropper must correctly 
determine the phase to access the information. 

2) Benefits of Changing the Amplitude 

• Robustness to Loss: Tuning amplitudes can enhance the 
robustness of a quantum state against qubit loss. In a 
standard tripartite W-state 1

√3
(|001⟩ + |010⟩ +

|100⟩), equal amplitudes signify symmetric 
entanglement among the three qubits. However, when 
the amplitudes are varied, as in a modified W-state 
𝑎𝑎|001⟩ + 𝑏𝑏|010⟩ + 𝑐𝑐|100⟩, where 𝑎𝑎, 𝑏𝑏, 𝑐𝑐  are complex 
numbers with |𝑎𝑎|2 + |𝑏𝑏|2 + |𝑐𝑐|2 = 1, the distribution 
of entanglement becomes asymmetric. This asymmetry 
can be advantageous if one qubit is more prone to loss 
or corruption. For example, if the qubit associated with 
the |001⟩  state is more likely to be lost, setting the 
amplitude a smaller than b and c reduces the overall 
state’s dependency on that qubit. As a result, even if that 
qubit is lost, the remaining qubits, with their larger 
amplitudes, maintain substantial entanglement, thereby 
preserving the integrity of the quantum state. This 
strategy of tuning amplitudes helps anticipate and 
mitigate potential losses, making the quantum state 
more robust for practical applications in quantum 
communication and computing. 

• Entanglement Distribution: Adjusting amplitudes can 
control how entanglement is distributed among the 
qubits, which is useful in quantum networking.  

• State Preparation: Varying amplitudes allows for the 
preparation of states tailored to specific tasks in 
quantum communication and computation. 

3) Quantum Tomography and Fidelity 

To evaluate the quality of the generated perfect W-state, we 
conducted a comprehensive quantum state tomography (QST) 
and calculated the state fidelity, as shown in Fig. 3. QST is a 
highly effective tool that gathers comprehensive information 
about the quantum state by conducting complementary 
measurements, rather than relying solely on |Z⟩-basis 
measurements. This series of measurements allows us to 
reconstruct the density matrix of the quantum state. In 
quantum information, it is often necessary to compare two 
density matrices to quantify their similarity or difference. QST 
is used to evaluate the accuracy of quantum state preparation 
by comparing the experimentally reconstructed density matrix 
ρ with the theoretical or target density matrix σ. This 
comparison is made using a metric called quantum fidelity, 
which is a fundamental figure of merit in quantum state 
analysis. Fidelity measures how closely the experimentally 
obtained state matches the ideal state. The fidelity (F) of two 
quantum states, represented by their density matrices ρ and σ, 
is expressed as:  

                          𝐹𝐹(𝜌𝜌,𝜎𝜎) = �Tr ���𝜌𝜌𝜎𝜎�𝜌𝜌��
2

,                 (6) 

where Tr denotes the trace of a matrix, which is the sum of 
all its diagonal elements. The square root of a density matrix 
is defined via its eigen decomposition. For the special case 
where one of the states is a pure state, say 𝜎𝜎 = |𝜓𝜓⟩⟨𝜓𝜓|), the 
fidelity simplifies to: 

                        𝐹𝐹(𝜌𝜌, |𝜓𝜓⟩) = ⟨𝜓𝜓|𝜌𝜌|𝜓𝜓⟩ .                             (7) 
 

This represents the probability that the state 𝜌𝜌 will pass a test 
to be identified as the state |𝜓𝜓⟩.  
 In our QST analysis, we reconstructed the density matrix ρ 

experimentally and then calculated the fidelity to assess how 
well the reconstruction matches the expected theoretical state 
σ. This analysis provides insight into the accuracy of the 
quantum W-state preparation and measurement processes, 
thereby validating the effectiveness of our approach. In Figs. 
3a-c, the 2D and 3D density matrix plots illustrate that the 
diagonal elements, ranging from '000' to '111', represent the 
probabilities of the system being in each respective basis state. 
In Fig. 3a, the 2D color-coded density matrix depicts the 
quantum system's state, encompassing both pure and mixed 
states. The off-diagonal elements signify the coherence terms, 
which are vital in quantum mechanics for conveying 
information about the superposition and entanglement of 
states. Bright squares in the matrix indicate higher 
probabilities or coherences, highlighting the superposition and 
entanglement of the involved qubits. From these plots, it is 
evident that in a perfect W-state for a three-qubit system, the 
density matrix should ideally display non-zero elements (as 
indicated by green and yellow squares) exclusively at 
positions '001', '010', and '100'. The coherences among these 
states, specifically ('001', '010'), ('001', '100'), and ('010', 
'100'), confirm the entanglement characteristic of the W-class 
quantum system, as shown in Eq. (5) and Fig. 1b.  
The 3D histograms in Figs. 3b-c demonstrate both the real 

and imaginary parts of the density matrix elements, providing 
a visual representation of the quantum state's structure and 
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dynamics. In the real part plot, each bar's height reflects the 
magnitude of the real components, where significant bars 
suggest stronger contributions from those basis pairs—
particularly important in a W-state where notable peaks 
highlight substantial multi-qubit states. Similarly, the 
imaginary part plot underscores the phase relationships 
between components, with non-zero values indicating 
essential superpositions and entanglements that underpin 
quantum computation and information protocols. 
Additionally, the simulated probabilities histogram (Fig. 2b) 
and the experimentally measured probabilities histogram (Fig. 
3d) corroborate the weights and phases detailed in Eq. (5). 
Furthermore, the results reveal that the fidelity of the 
generated perfect W-state circuit is approximately 0.82 ± 0.02, 
indicating that the experimental state closely resembles the 
perfect W-state but shows slight imperfections, likely due to 
errors or noise in the SQs or quantum circuits.  
In the next section, as part of quantum information theory 

(QIT), we aim to distill or enhance the entanglement of the 
given state by using the LOCC paradigm to perform local 
measurements instead of non-local or global operations [25].  

IV. PROTOTYPE OF PERFECT W-STATE USING LOCC FOR 
QISS COMMUNICATION 

 Unlike quantum teleportation, a one-way protocol, LOCC 
protocols are two-way, enabling joint operations on shared 
entangled states like W-states or GHZ-states. LOCC can 
transition from two-qubit to three-qubit states, with W-states 
preferred for their more robust entanglement. Additionally, 
the capability to adjust phases and amplitudes in perfect W-
states enables more sophisticated manipulation and control of 
quantum states. In this paper, we empirically implement the 
QISS scheme integrated with LOCC prototype using a perfect 
W-state shared among three parties Alice, Bob, and Charlie 
(Fig. 4). The process flow is as follows: 
 
1) Initial State: The three parties initially share an entangled 

W-state:      
     |𝑊𝑊⟩ = 1

2
�|0𝐴𝐴0𝐵𝐵1𝐶𝐶⟩ + |0𝐴𝐴1𝐵𝐵0𝐶𝐶⟩ + √2|1𝐴𝐴0𝐵𝐵0𝐶𝐶⟩�        (8) 

 
2) Information Qubit: Alice has an information qubit (𝑞𝑞0): 
                              |𝜙𝜙i⟩ = 𝛼𝛼|0i⟩ + 𝛽𝛽|1i⟩.                          (9) 

 
(a) Schematic illustration of QISS prototype using quantum circuits for generating perfect W-state with LOCC.  

                                      
(b) Arbitrary state preparation by sequence of single-qubit quantum gates with probabilities, statevector histograms, and Q-sphere with phases. 

                                                                                                                                                                                  
           (c) Probabilities histogram (Bob’s receiver qubit).              (d) Statevector histogram (all qubits)                                 (e) Q-sphere with phases.  

Fig. 4. Simulation results: Quantum information mapping and analysis of QISS communication process.    

    

 

 

 

 

 

 

 

 

 

 

 

 

 

 

               

 

 



7 
 

The composite state is expressed by the tensor product of 
the W-state and Alice's information qubit: 

|Ѱ⟩ =
1
2
𝛼𝛼�|0i0𝐴𝐴0𝐵𝐵1𝐶𝐶⟩ + |0i0𝐴𝐴1𝐵𝐵0𝐶𝐶⟩ + √2|0i1𝐴𝐴0𝐵𝐵0𝐶𝐶⟩�

+
1
2
𝛽𝛽�|1i0𝐴𝐴0𝐵𝐵1𝐶𝐶⟩ + |1i0𝐴𝐴1𝐵𝐵0𝐶𝐶⟩ + √2|1i1𝐴𝐴0𝐵𝐵0𝐶𝐶⟩�.

  

                                                                                                       (10) 

3) Qubit Manipulation: Alice manipulates her information 
qubit using single-qubit gates, such as 𝑈𝑈3(𝜋𝜋/
3,0,0),𝑌𝑌, 𝑆𝑆𝑦𝑦 , and 𝐺𝐺,  to generate an arbitrary state, as 
shown in Fig. 4a. Statistical data for qubit 𝑞𝑞0, including 
probability profile, statevector histograms, and Q-sphere 
plots, are detailed in Fig. 4b. 

4) Bell-State Measurement (BSM): Alice performs a BSM 
on her two qubits as part of the LOCC operation. The Bell 
states are denoted as |Φ±⟩and |Ψ±⟩. The local operations, 
which can be any single-qubit unitary operations, allow 
Alice, Bob, and Charlie to independently manipulate their 
qubits. The possible unitary operations include I 
(identity), Pauli X (NOT gate), Y (bit and phase-flip gate), 
and Z (phase-flip gate).  

5) Classical Communication: The BSM outcomes are 
shared with each other using classical communication 
(phone/internet), e.g., if the outcome is |Φ+⟩ , then the 
shared state is now a combination of |00⟩ and |11⟩. As 
Alice performs a BSM on her two qubits, this message can 

be received by either Bob or Charlie. But neither Bob or 
Charlie can retrieve the information alone, they must 
coordinate with each other. 

6) Quantum Information Splitting: Bob and Charlie use 
LOCC to split and share the quantum information, with 
Charlie as the controller and Bob as the receiver. Bob 
performs a two-particle unitary transformation on qubits 
𝑞𝑞2  and 𝑞𝑞3  to split the quantum information. The unitary 
operator projects Charlie's qubit to state |0⟩ , and the 
message signal is transferred to Bob. 

7) Information Retrieval: Finally, Bob retrieves the 
message by applying a CZ-gate or Pauli X to his qubit, as 
shown in Fig. 4a. The simulated and experimental 
probability histograms for Bob’s qubit (𝑞𝑞2) are shown in 
Fig. 4c and Fig. 5e, respectively. Figs. 4d-e and Fig. 5d 
facilitate the understanding and visualization of the 
states/forms of the other measured qubits. Figs. 5a and 5d 
correlate to indicate that states '0110', '0111' exhibit non-
zero elements (yellow squares), where the state 
components overlap. This demonstrates correlations or 
entanglement between these particular states. Their phase 
relationship is indicated in the Q-sphere (Fig. 4e), while 
the 3D plot in Fig. 5c shows that they share the same 
phase. 

8) Communication Process and Information Splitting: 
The entire communication process involves splitting 
quantum information using LOCC via a prepared perfect 

    
              (a) 2D plot of density matrix                                   (b) 3D plot of density matrix (real part)                (c) 3D plot of density matrix (imaginary part).    

 

                                                                             
                    (e) Probabilities histogram (Bob’s receiver qubit)                                                     (d) Probabilities histogram (all qubits).       

Fig. 5.  Experimental results: Quantum information mapping and analysis of QISS communication process—IBM 'ibm_osaka' Eagle r3 processor (8192 shots).  
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W-state. In general, LOCC elements are embedded in 
steps 4 and 5, where Alice performs a BSM, and 
subsequently, Bob and Charlie engage in collaborative 
operations. The BSM is considered a form of LOCC 
operation because it involves measurements performed on 
qubits that are locally controlled by a party (Alice, in this 
case). The classical communication of BSM outcomes is 
essential for coordinating subsequent operations. The 
choice of operations depends on the classical information 
received, making it a key element in the LOCC protocol. 
Sharing and splitting of information occurs in steps 6 and 
7, where Bob and Charlie collaborate to distribute the 
information asymmetrically. The entire communication 
process, i.e., integration of QISS and LOCC using W-state 
is summarized in Fig. 4a.  

9) QST and Fidelity: The QISS communication prototype's 
simulated and experimental results include probability 
distribution graphs, statevector histograms, Q-sphere 
plots, and density matrices (Figs. 4 and 5). The overall 
fidelity is 0.55 ± 0.03, with imperfections likely due to 
errors or noise in the SQs quantum system and circuits. 

In summary, this protocol combines quantum information 
splitting and local operations with classical communication, 
using perfect W-states to distribute quantum information in 
5G and 6G networks. Parties perform local operations in their 
network entities, such as MSC/HLR/VLR, and share 
measurement outcomes via a classical channel.  

V. BENEFITS OF INTEGRATING LOCC AND W-STATES FOR 
QISS COMMUNICATION 

A. Secure against Adversarial Attacks 
Any eavesdropper attempting to intercept entangled states will 
cause the quantum system to collapse, alerting the involved 
parties to the intrusion. This security feature is due to: 

i. Entanglement relies on superposition, as it correlates the 
quantum states of two or more systems. Superposition is 
necessary because, until measured, the properties of 
quantum systems in superposition remain undefined [20].  

ii. Superposition is fragile, making entanglement inherently 
subtle and delicate. This delicacy makes entangled states 
easily disturbed by external influences [26].  

iii. Entangled states carry quantum information and therefore 
must exist in a superposition state. In an entangled pair or 
trio, no qubit has a definite state on its own; instead, the 
entangled qubits must be considered as a single, unified 
system rather than two or three separate entities.  

iv. One of the most remarkable aspects of two- or three-qubit 
entanglement is that the qubits can only be strongly 
correlated with each other, and not with any other qubit— 
a concept known as the monogamy of entanglement. This 
means that if you and the person you want to 
communicate with already share entangled qubits, the 
quantum information cannot be correlated with any other 
qubits anywhere in the universe. This unique property 
makes the distribution of entanglement the backbone of a 
future quantum internet.  

v. Another fascinating aspect of quantum systems is the 'No-
Cloning' theorem, which asserts that qubits cannot be 

copied or cloned [27]. Consequently, a 'quantum 
photocopier' for duplicating qubits does not exist. 
However, it's important to note that while digital 
information encoded in qubits can be copied, a device 
capable of copying arbitrary qubits has not yet been 
developed [28]. 

B. Entanglement Distillation from W-States 
W-states are multi-qubit entangled states where one qubit is 
entangled with others. Distilling entanglement from W-states 
is a challenge similar to extracting entanglement from mixed 
states. LOCC protocols play a crucial role in this process by 
performing local operations on the W-state qubits and using 
classical communication to refine the entanglement [25]. 

C. W-State as an Initial Resource 
A three-qubit W-state serves as a valuable initial resource. 
With LOCC, parties like Alice, Bob, and Charlie can 
manipulate their qubits using local operations, apply gates, 
perform measurements, and communicate to transform the W-
state. They can extract or enhance useful entanglement. The 
simplicity of creating robust W-states with available quantum 
resources, their resistance to noise, and their ability to sustain 
entanglement in noisy environments make them highly 
efficient for quantum communication systems.  

D. Reduced Complexity 
LOCC protocols typically require only local operations on W-
states and classical communication, which reduces 
complexity compared to physically transmitting qubits over a 
quantum channel. These operations focus on distilling and 
reshaping the entanglement within the state for the desired 
application. 

E. Higher Flexibility and Scalability 
LOCC allows the exchange of classical information among 
the involved parties (e.g., Alice, Bob, and Charlie), enabling 
them to coordinate their local operations and adapt to the 
specific properties of the W-state for various entanglement-
related tasks. Because LOCC protocols don't rely on a shared 
quantum channel, scaling to larger numbers of parties is 
easier, and they can be adapted to different types of physical 
communication channels. Contrary to non-local operations, 
LOCC protocols do not require highly specialized hardware 
for sending and receiving qubits, making their implementation 
potentially less expensive than that of quantum channels. 

F. Higher Fidelity 
LOCC protocols can be more reliable than quantum channels, 
particularly as the latter are still in their early development 
stages. The maturity of classical communication allows for 
error correction and ensures the fidelity of the transmitted 
quantum state. While quantum teleportation is advantageous 
for transmitting quantum information over long distances, 
LOCC protocols are particularly well-suited for applications 
like distributed quantum computing or quantum secret sharing  
that require joint operations on a shared entangled state [29]. 

G. Entanglement Enhancement 
Applying LOCC to the W-state allows for entanglement 
distillation, potentially resulting in a final three-qubit state 
with a higher degree of entanglement or one tailored to fulfill 
specific entanglement-based purposes, such as secure 
quantum communication, QKD, or quantum teleportation. 
The connection between LOCC and W-states lies in the 
utilization of LOCC principles to manipulate and distill 
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entanglement from a three-qubit W-state. Local operations 
and classical communication are integral to achieving specific 
entanglement-related goals, with W-states serving as the 
foundational resource. By performing local operations on their 
respective qubits and engaging in classical communication, 
multiple parties can collaboratively create and modify the W-
state. This approach demonstrates the potential for LOCC 
protocols to significantly enhance and refine the entanglement 
properties of W-states, unlocking a wide range of applications 
in quantum information science and quantum networks. 

VI. CONCLUSION  
 This research article thoroughly investigated the 
generation and properties of the tripartite perfect W-state 
using universally accessible gates in superconducting qubit 
circuits, with applications in quantum communication. Both 
simulation and experimental results demonstrated the W-
state's superior entanglement and robustness against 
decoherence, addressing challenges in 5G and 6G networks. 
We introduced a novel QISS protocol utilizing LOCC and 
validated it through quantum state tomography (QST), with 
the IBM Eagle r3 processor achieving a fidelity of 0.82 ± 0.02 
for the perfect W-state circuit and 0.55 ± 0.03 for the entire 
communication process. This work lays the foundation for 
secure and efficient 5G and 6G systems. The efficient use of 
local operations and the W-state's symmetry facilitate 
practical implementations in quantum communication and 
computing. This research establishes a groundwork for future 
exploration into scalable quantum networks and advanced 
quantum encryption techniques. The successful simulation 
and experimental validation highlight the potential of 
quantum technologies for secure and efficient data 
transmission in next-generation networks, marking a 
significant advancement in communication systems. 
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